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Dolev-Yao models
Concurrent systems where dishonest parties have complete control over inter-process communication
but cryptography is idealised
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- exact procedure for trace equivalence
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- bounded number of protocol sessions
- running implementation
- tight complexity analysis of the problem
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<table>
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**Ingredients**

- Most general solutions of a symbolic trace

  +

- Tree of sets of symbolic traces
  built by constraint solving
  equivalence = reachability of a BAD node
## Comparison to other tools

<table>
<thead>
<tr>
<th>#Agents</th>
<th>Wide-Mouth Frog (strong secrecy)</th>
<th>Helios Vanilla (vote privacy)</th>
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**Future work**
Speed-up of the procedure in practical cases by using symmetry reductions
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Conclusion

Implementation
available at
https://deepsec-prover.github.io
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