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Sources of inspiration

▶ Selma DEMIR, PhD student in private law and criminal sciences : “Intelligence
artificielle et enjeux juridiques : entre innovation, régulation et création” (June
12th, 2025) – with her approval
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Have you heard about the AI Act?
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Motivations

More and more widespread usage of AI tools ⇒ we should regulate them

▶ Soft Law: guidelines, recommendations, green papers, white papers, etc.
→ voluntary, no legal constraint

▶ Hard Law: regulations, directives, laws etc.
→ constraints, with sanctions
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Creating responsible and trustworthy AI tools

Trustworthy AI includes 3 components:

▶ it should be licit (lawful), insuring respect for applicable rules and regulations

▶ it should be ethical, insuring respect of ethical principles and values

▶ it should be robust, technically and socially
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7 essential requirements

▶ human action, human control

▶ technical robustness and safety

▶ respect for privacy and governance

▶ transparency

▶ diversity, non-discrimination and fairness

▶ social and environmental well-being

▶ responsibility
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Introduction

The AI Act approach

The AI Act actors and their obligations

The AI Act sanctions

Scope: the devil is in the details
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The AI Act: a progressive application

https://bernitsaslaw.com/2024/05/27/formal-adoption-of-the-ai-act-by-the-council-eu-timeline-highlights
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The AI Act: a risk-based approach

https://digital-strategy.ec.europa.eu/en/policies/regulatory-framework-ai
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The AI Act: risks?

https://vivenics.com/ai-act-risk-assessment/
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Prohibited AI practices (art 5) from Feb. 2nd, 2025

https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32024R1689
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High-risk AI systems (art 6) from August 2nd, 2026

AI systems which can have a negative impact on the persons’ safety or on their
fundamental rights and which are either:

▶ used as a security component in a product covered by the European regulation or
a product itself

▶ the object of a mandatory conformity assessment done by a third party
organisation before being put on the market

+ AI systems listed in an appendix: Biometrical information, critical infrastructures,
employment, justice and democratic process, education and professional training
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Limited-risk AI systems (art 50)

https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32024R1689

18 / 30

https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32024R1689


Minimal-risk AI systems

AI systems which are not listed otherwise, e.g.:

▶ anti-spam filters

▶ AI-based video games

▶ etc
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Actors in the AI value chain

▶ Providers: develop the AI Systems

▶ Deployers: any natural or legal person, public authority, agency or other body
using an AI System under its authority

▶ Authorised representatives of providers: intermediary between AI Providers outside
the EU on one hand, and European authorities and consumers on the other hand

▶ Distributors: provide AI Systems for distribution or use on the EU market

▶ Importers

Inspired from https://www.bakerdonelson.com/

whos-who-under-the-eu-ai-act-spotlight-on-key-actors
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Actors’ obligations

Risks Providers Deployers Repr. Importers Distributors
Unacceptable Prohibited Prohibited Prohibited Prohibited Prohibited
High Specific obli-

gations1
Specific
obligations

Specific
obligations

Specific
obligations

Specific
obligations

Limited Transparency2 Transparency No obliga-
tion

No obliga-
tion

No obliga-
tion

Minimal Good prac-
tices

Good prac-
tices

Good prac-
tices

Good prac-
tices

Good prac-
tices

1Art. 16+
2Art. 50
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Sanctions

Fines:

▶ Up to 35 million euros or 7% of the global revenue for the usage of prohibited AI
systems

▶ Up to 15 million euros or 3% of the global revenue for other infringements

→ Is this enough?
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https://barchart-news-media-prod.aws.barchart.com/SYNDSRC/2048946d2285413dd97b60ab19b51f6c/

quarterly-revenue-of-big-tech-companies.png
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The AI Act: scope

https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32024R1689
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The AI Act: What is not covered (exceptions)

...

...

https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32024R1689
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The AI Act: What is not covered (exceptions)

▶ AI systems and models developed and used exclusively for military, defense and
national security purposes

▶ AI systems and models developed and used exclusively for research and
development purposes

▶ AI systems released under free licences and open source AI systems, except if
high-risk
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Qualify the AI Act
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