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- Setup $(\lambda, T) \longrightarrow$ public parameters $p p$
- Eval $(p p, x) \longrightarrow$ output $y$, proof $\pi$ (requires $T$ steps)
- Verify $(p p, x, y, \pi) \longrightarrow$ yes or no.

Uniqueness If $\operatorname{Verify}(p p, x, y, \pi)=\operatorname{Verify}\left(p p, x, y^{\prime}, \pi^{\prime}\right)=$ yes, then $y=y^{\prime}$.
Correctness The verification will always succeed if Eval has been computed honestly.
Soundness A lying evaluator will always fail the verification.
Sequentiality It is impossible to correctly evaluate the VDF in time less than $T-o(T)$, even when using poly $(T)$ parallel processors.
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Idea: slow things down by adding delay.
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- VDF without "verifiability": composition of hash functions.

$$
f(x)=h^{(T)}(x)
$$

You need to recompute $f(x)$ to verify.

- VDF without "no parallelization": pre-image of a hash function.

$$
f(x)=h^{-1}(x)
$$

Verification is easy: $h(f(x)) \stackrel{?}{=} x$.
Computation is faster as long as you parallelize.

## VDF based on RSA．
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- If one knows the factorization of $N$, the evaluation can be computed using

$$
H(x)^{2^{T}} \equiv H(x)^{2^{T} \bmod \varphi(N)} \quad \bmod N
$$

Need a trusted setup to choose $N$.
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- Secret key: $\varphi$ an isogeny $E \rightarrow E^{\prime}$
- Public key: $P_{K}=\varphi(P)$.

Sign Hash the message $m$ into $\mathbb{G}_{2}$ (on $E^{\prime}$ ) and the signature is $\sigma=\hat{\varphi}(H(m))$.
Verify Check that $e(P, \sigma)=\tilde{e}\left(P_{K}, H(m)\right)$.
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We obtain an identification protocol where the secret can be sub-exponentially larger than the proof. But it is not zero-knowledge.

Now looking for an accumulator... But we failed!

Thank you for your attention.

